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AGENDA

• Compliance changing 

environment

• Digital Compliance – Data 

Driven Approach
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Dynamic 
regulatory 
landscape

Fast paced 
changing 
Business 

environment

Banking 
digital 

adoption

Increased 
complexity of risk 

behaviors

• Change in customer 
preferences and behaviors (i.e
digital payments)

• Digital Channels adoption

• Dynamic behavior of 
potential misconduct

• Technology used for 
misconduct

• Evolution of current regulations (i.e. 
AMLD5 and 6)

• New regulations (i.e. on AI)
• Perimeter enlargement 

(ecosystems)

• Ever increasing investments in Data 
and Advanced Analytics

• RPA adoption

SOARING DATA VOLUMES

GROWING

STAFFING NEEDS

COMPLIANCE COSTS

PRESSURE

REPUTATIONAL

RISK

Dato

THE ENVIRONMENT WHERE COMPLIANCE IS OPERATING IS 
EVOLVING CONTINUOUSLY AND DATA IS THE COMMON POINT
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CAPGEMINI INTERNAL RESEARCH SHOWS THAT THE FINES MAKE BANKS TO 
TAKE ACTIONS, BUT OTHER OPPORTUNITIES ARE STILL TO CATCH

European bank situation (Internal Capgemini research 2020)

40% of the 52 banks have 
received an AML/KYC-
related fine.

KYC/AML 
Fine

KYC/AML 
Investments

Investment 
after fine

KYC/AML 
Policy

38% of the 52 banks have 
invested in an intiative to 
improve their KYC/AML 
compliance.

54% of the 52 banks 
report a general policy 
regarding their KYC/AML 
compliance.

70% of the 20 banks who 
invested in KYC/AML 
were previously fined.

Banks are taking initiatives to improve their KYC/AML processes individually, but also in groups.
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INTERESTING EXAMPLES OF KYC/AML INITIATIVES ABOUT ARE THOSE IN 
BANKS IN BELGIUM, FRANCE, NORDICS AND NETHERLANDS

European bank situation (Internal Capgemini research 2020)

The Belgian banks have created KUBE, which is a blockchain application, created to share corporate data as 
part of the KYC process. Its goal is to streamline verification and maintenance of corporate identities for 
businesses and bank, simplifying KYC-processes.

The French banks have started the Clipeum project, which is a KYC platform based on a distributed registry 
technology (blockchain). It will organise the collection of data and documents of corporate clients for KYC 
issues on behalf of its members. They are set to go live in 2020.

The Nordic banks have set up Invidem, which is a platform with standardised processes handling KYC 
information. Their aim is to simplify the KYC processes, and are also looking at setting up a common 
onboarding process for the member banks. They are set to go live in 2020.

The Dutch banks are looking into the creation of an organisation that will monitor payment transactions to 
combat money laundering, called 'Transaction Monitoring Netherlands (TMNL)'.

The Clipeum 
Project

TMNL
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FINTECHS BRING KYC/AML SOLUTIONS AND THEIR NUMBER CONTINUE TO 
GROW, WHILE THEIR FUNDING SHOWS THE GROWING INTERESTS IN THESE 
SOLUTIONS

European bank situation (Internal Capgemini research 2020)

1950-1980 1981-2000 2001-2005 2006-2010 2011-2013 2014-2016

60% of the fintechs in 
the database has 
received venture 
capital investments.

Funding 
Info

Bank 
Contribution

For 33% of the 21 
fintechs who had 
funding information 
available, a bank also 
contributed.

In total, more than 
€ 770.000.000 has been invested.
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A Next-Generation Compliance powered by data that embraces 

the digital transformation to establish an intelligent control 

framework fluidly sealed with the business activities 
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THE DATA DRIVEN APPROACH IS BASED  ON  ORGANIZED DATA AND
ON THE ABILITY TO USE THEM IN THE DECISION PROCESSES

8
Company Confidential

1.Optimize the data framework to support Compliance’s data 
transformation strategy

Set the foundation of a data-focused Compliance strategy by creating a 
centralized Data Platform, with dedicated strategic Data Management as well as 
Data Governance

2.Develop AI & Data Solutions to make the performance of 
Compliance activities more efficient and reliable

Enable Compliance Function to harness the full potential of their data by 
designing & deploying AI-driven data solutions with strong impact on operational 
efficiency, risk management and regulatory compliance

Our approach

AI & DATA SOLUTIONS

Transforming the way 

anti fraud Function performs its 

activities

DATA FRAMEWORK

Laying the groundwork to turn 

anti fraud Function’s data 

ambitions into action
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THE ANALYSIS OF DATA MUST LEVERAGE STRUCTURED INPUTS AND 
CREATE INSIGHTS TO ENHANCE THE COMPLIANCE PROCESSES

Our data driven intelligent solutions are focused on three main compliance topics

Data Input Output processingCompliance Topics

Our focused 
solutions

1
KNOW YOUR 

CUSTOMER

2
ANTI MONEY 

LAUNDERING 

Risk Models

Client 
Identification 

& Data 
Collection

Front 
Office

1
Enhanced 

Due 
Diligence

Manage-
ment 

Reporting

Approval 
or 

Rejection

Customer Due Diligence

Sanctions & 
Adv. Media 
Screening

AML Risk 
Assessment

Risk 
Rating

Transaction Data & Customer 
Data (SEPA, Swift, Accounts)

2
Alert / 
Case 

Processing 

Manage-
ment 

Reporting

SAR 
Filing

Detection

Data Load / 
Validation

Risk Model / 
Rule 

Selection
Rule Tuning

Red Flag’s define 
detection logic 

Next Generation Compliance ensured a delivery empowered by data driven intelligent technical solutions

Predictive approach Complete integrated risk profile Algorithms supporting human decision making
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THIS APPROACH IS APPLICABLE ON SEVERA AREAS OF THE 
COMPLIANCE…

KYC

AML

SANCTION

COMPLIANCE

STEERING

(INCL. 
REMEDIATION

PLAN)

MARKET

INTEGRITY

REGULATORY

EVOLUTIONS

(INCL. GDPR)

FRAUD

MANAGEMENT

▪ AI powered detection approach: adoption of AI algorithms to 
improve the detection of fraud behaviors

▪ Internal reporting: Compliance risk assessments

▪ Regulator reporting: automated generation of 
reports

▪ Automation of Compliance risk assessment 
heatmaps, based on KYC, KYT, Control results

▪ Spot policies and procedures impacted by new regulation: 
NPL analysis of corpus of policies & procedures

▪ Training: Scoping / targeting of staff to be trained based 
on job position

Monitor transactions and data to detect and 
investigate atypical operation, chasing false 
positive  

Monitor behaviors and report on deviances
Adoption of an Inventive 

Fraud Management  
approach

Foster smart and automated 
reporting generation

▪ Transactions: tuning of filters for transaction filtering on 
Sanctions; tuning of AML detection scenarios

▪ Processing of non compliance cases: automation of false positive 
processing, workflow between LoD1 and LoD2, RPA to route 
cases, pre-filling of SAR

▪ Back-testing on risk detection and scoring models: Data analytics 
on risk triggers and thresholds to assess performance of 
detection efficiency

▪ KYC: data collection from external/internal sources; data verification based on 
comparisons; permanent update; unified KYC database; standardized KYC data model

▪ Mapping of relationships: between Clients and associated parties (UBOs, Directors, 
Shareholders)

▪ Determine client base impacted by a new regulation: database search

▪ Parametrize lists of documents/information required in the context of a specific regulation

▪ Scoring models: Performance analysis of scoring models through testing on specific 
variables

Enrich and authenticate knowledge 
of clients and associated parties

Adapt Compliance framework
to regulatory evolutions

for instance…

for instance…

for instance…

for instance…

for instance…

for instance…

▪ Conduct: Analysis of voice

▪ Trading limits: AI to rationalize trading limits split across 
several tools 

Make the most 
of your

DATA
for  Digital 

Compliance

The scoping of relevant use cases depends on the bank’s level of data maturity and on robustness and efficiency prioritites
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…AND REQUIRES THE ABILITY TO MANAGE THE SKILL MIX ON 
COMPLIANCE AND DATA IN A TRUE END-TO-END APPROACH

From implementation and AML specific 
testing to the global roll out of the 

solution incl. transition to BAU

Implementation/
Test / Roll Out

Setup of Organizational Structure
Blueprint, SoW and RC creation are executed in a joint manner to support 

an aligned architecture and specification for work packages

Governance

1 3
Analytics

4

RPA / Predictive Analytics / AI 

SoW Anti Money Laundering

Rough Concept Anti Money Laundering

Business 
Requirement
Document

(BRD)

Global Functional Standards & 
Platform Harmonization

Architecture Blueprint

Scope
BRD

2

Project and program 
management

Delivery management

Quality assurance and rollout

Transformation 
Management

Identification of relevant data 
& IT sources

Compliance IT architecture

Global information sharing

IT Strategy & Architecture

Risk analysis (e.g. red flag / 
product mapping)

Design of processes, 
workflows, controls and roles 

Compilation of business 
requirements documents 

(BRD) 

Business Analysis

Predictive Analytics

Artificial Intelligence

Robotic process automation

Analytics & Automation

Web Crawler technology

Creation of Generic Test 
Cases with AML focus

IT Implementation and Roll 
Out

Testing

Implementation & 
continuous evolution

Continuous evolution of the IT 
solution

Customer 
Screening & 

WLF

Sanctions / 
PePs / Adv. 

Media

Global 
Rollout
Global Functional 
Lead Risk Models

PMO

Architectural Office

Vendor Integration

Front Office 
and Global 

Functional Leads

Module 
Transaction 
Monitoring

Functional / 
Technical Design

Functional / 
Technical Design

Functional / 
Technical Design

Data 
Governance & 
Provisioning

Development & 
Configuration

Test & 
Rollout

Architectural 
Office

Vendor 
Integration

Front Office 
and Global 
Functional 

Leads
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About Capgemini

Capgemini is a global leader in partnering with companies to transform and manage their
business by harnessing the power of technology. The Group is guided everyday by its
purpose of unleashing human energy through technology for an inclusive and sustainable

future. It is a responsible and diverse organization of over 300,000 team members in
nearly 50 countries. With its strong 50-year heritage and deep industry expertise,
Capgemini is trusted by its clients to address the entire breadth of their business needs,
from strategy and design to operations, fuelled by the fast evolving and innovative world
of cloud, data, AI, connectivity, software, digital engineering and platforms. The Group
reported in 2020 global revenues of €16 billion.

Get The Future You Want | www.capgemini.com
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Market Segment Leader - MU Financial Services
enrico.ambrosi@capgemini.com
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